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Refresh Browser

N

Try Mozilla ,Chrome,Opera Browser

w

In Mozilla Firefox -Refresh browser (Open Help Menu-Troubleshooting
Information-Refresh browser )

@ Morilla Firefox Start Page xf‘ Troubleshooting Informati... x\+ i - Bl v1 (o2
= ) Firefox | aboutsuppert ¢ || Q search Ba & A4 ® | =
Troubleshooting Information H

. . o ) ) ) . Give Firefox a tune up
This page contains technical information that might be useful when you're trying to solve a problem. If you are laoking for

answers to common questions about Firefox, check out our support website. .
4 A ! Refresh Firefox...

Try Safe Mode
Copy raw data to clipboard Copy text to clipboard

Restart with Add-ons Disabled...

Application Basics

Firefox
Version 46,01
Build ID 20160502172042

Update Histary Show Update History

Update Channel relesse
User Agent Mozilla/5.0 (Windows NT 6.1; WOWS4; r46.0) Gecko/20100101 Firefox/46.0

Profile Folder Show Folder
Enabled Plugins aboutiplugins

Build Configuration aboutibuildconfig

iceworkers

4. If SSL certificate of vendor system not working then 1st Import
attached dsa and dsal certificate in Intermediate certification authorities

(Internet Explorer-Tools-Internet option-Content-Certificates-Intermediate
certification authorities)
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B cing P

¢ Favorites | 3 B Suggested Sites v &) Web Slice Gallery =

55~ @ Certificate Emor: Navig... ¢ | & MSN India | Hotmail, Outl.. | |
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Internet Options [2] = \1

Certificates
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Personal | Other People | Intermediate Certification Authorities | Trusted Root Certificatior] * | *

Issued To Issued By Expiratio...  Friendly Name o
[(n)Code Solutions  CCA India 2007 7/4/2015  <None>
[S{n)Code Solutions ... CCA India 2011 3112016 <None>
[S{n)code Solutions ... CCA India 2011 3/11/2016  <None=
[Sn)Code Solutions ... CCA India 2014 3/5/2024  <None>
[S{n)Code Solutions ... CCA India 2014 35/2024  <None>
[SJcca India 2014 CCA India 2014 3/5/2024  <None>
[5JCOMODO RSA Cert... AddTrustExternal CA... 5/30/2020  <None>
[5)coMODO RSA Dom... COMODO RSA Certific...  2/12/2023  <Nonex
[ IDigiCert SHAZ High ... DigiCert High Assuran... 10222028 <None> -

Certificate intended purposes

Learn more about certificates

Close
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Intended purpose: [ <all> -]

Bd certificate authority.

pt any data you send to the

|this website.

& Cancel [ Apply I‘U

Done
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5. If Haryana site is added in exception then please Installed

attached rapidsha2inter certificate in trusted root certification Authorities

(Double click on certificate -Installed Certificate-next-select Place all certificates in
the following store then browse and select trusted root certification Authorities-

next-finish)



| | General | Details | Certification Path

Certificate Import Wizard

Coniificats Stors Select Certificate Store
Certificate stores are system areas where certificates arg

| Select the certificate store you want to use.

Windows can automatically select a certificate store, or

the certificate, ] Personal

il Trusted Root Certification Authorities ‘;
() Automatically select the certificate store based on | Enterprise Trust I
71 Intermediate Certification Authorities
{71 Trusted Publishers

Certificate store: | lintrctad Cartificates
m

(©) Place all certificates in the following store

[T show physical stores

Learn more about certificate stores

<Back | Mext> | [ cancel |
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6. Don't add site in add exception ,1% Installed rapidsha2Inter certificate and then try
to open site but don’t add in exception
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j@ Insecure Connection x\+

hitps://hsiidc haryanaeprocurement.gov.in ¢ || Q Seorch wBE & A € 9 # |- =

A Your connection is not secure

The owner of hsiidc.haryanaeprocurement.gov.in has configured their website improperly. To protect your information
from being stolen, Firefox has not connected to this website.

Learn mare.

Report errars like this to help Mozilla identify and block malicious sites

hsiidc.haryanaeprocurement.gov.in uses an invalid security certificate.
The certificate is not trusted because the issuer certificate is unknown.
The server might not be sending the appropriate intermediate certificates.

An additional root certificate may need to be imported.

Error code: SEC_ERROR_UNKNOWN_ISSUER

Add Exception... ¢




Don'’t store site Permenently in Exception (don’t check permanently store this exception

| A\ Insecure Connection x|+

) https://hsiidc haryanaeprocurement.gov.in @ || Q search wBa ¥ A& © 9 = - =

T — B

ra: You are about to override how Firefox identifies this site.

/8 Legitimate banks, stores, and other public sites will not ask you to do this.
=

Server
% YOUF CA | Location | hitps://hsiide haryanaeprocurement.gov.in/ | | Get Certficate

Certificate Status

The owner of hsii This site attempts to identify itself with invalid infermation. ur information

from being stole

Unknown Identity
Learn more... The certificate is not trusted because it hasn't been verified as issued by a trusted authority using
a secure signature.,

Gd dvanced

Report erro

hsiidc.haryanaey
[[] Permanently store this exception

The certificate is
The server migh ‘gonfirm Security Exception ‘ ‘ Cancel |

An additional rol

Error code: SEC_ERROR_UNKNOWRN_ISSUER

Add Exception...

7. For Chrome Uninstalled browser and then again installed.



